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On a dedicated special function server such as print server or application server, one might want to bypass the
Logon dialog box and automatically logon to the server. Not recommended. If you want to set it on your
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standalone workstation at home, well thats a different matter. If you want to set this on a laptop or
workstation on a network, consider the word security.

If you need to set autologon and twiddlying with registry hacks is daunting, see Autologon tips which points
to freeware utility to do the work for you.

The following registry hack details the registry keys which control automatic logon:

Hive: HKEY_LOCAL_MACHINE
Key: SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon
Name: AutoAdminLogon
Type: REG_SZ
Value: 1 enable auto logon
Value: 0 disable auto logon

Hive: HKEY_LOCAL_MACHINE
Key: SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon
Name: DefaultUserName
Type: REG_SZ
Value: account to logon automatically

Hive: HKEY_LOCAL_MACHINE
Key: SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon
Name: DefaultPassword
Type: REG_SZ
Value: pw for DefaultUserName above
Caution: Password is stored in clear text. Set security permissions on Winlogon subkey to protect the account
used.

Hive: HKEY_LOCAL_MACHINE
Key: SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon
Name: DefaultDomainName
Type: REG_SZ
Value: if domain account, domain name; if local account, server name

Windows 2000 / XP has an additional registry setting to force autologon and ignore bypass attempts. This can
be valuable with a kiosk environment:

Hive: HKEY_LOCAL_MACHINE
Key: SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon
Name: ForceAutoLogon
Type: REG_SZ
Value: 1

The following registry values must not exist: LegalNoticeCaption, LegalNoticeText. These values force a
person logging into a PC to acknowledge having read the notice. If these values exist, the legal notice dialog
hangs until someone hits enter. Don't just null out the values. Delete them.

The value DontDisplayLastUserName determines whether the logon dialog box displays the username of the
last user that logged onto the PC. The value does not exist by default. If it exists, you must set it to 0 or the
value of DefaultUser will be wiped and autologon will fail.

Finally, the value RunLogonScriptSync determines whether a logon script will run synchronously or
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asynchronously. It should not effect this process but there have been reports that setting the value=1, that is,
sychronous, is more stable.

Whether you use the Autologon utility or the registry approach, there are times when you must logon as
another user or need the logon dialog to appear. Hold down the shift key until during boot until the logon
dialog appears. For the control freaks, even the shift override can be blocked (also see ForceAutoLogon
above) :

Hive: HKEY_LOCAL_MACHINE
Key: SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon
Name: IgnoreShiftOverride
Type: REG_SZ
Value: 1

If you want to enable autologon for a certain number of times, follow the above instructins and use the
following Windows NT / W2K / XP registry hack:

Hive: HKEY_LOCAL_MACHINE
Key: SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon
Name: AutoLogonCount
Type: REG_DWORD
Value: # autologons you want to allow

Hide Desktop Icons
Internet Connection Sharing with Windows 2000 Professional acts a proxy server
Microsoft Baseline Security Analyzer (MBSA)
Run batch file at Windows NT startup with no one logged on
MS-Chap PPTP

Article not looking right or info is missing? Let us know so that we can fix it: info@windowsnetworking.com.

ManageEngine OpManager - The Complete Network Monitoring Software
Monitor WAN infrastructure, LAN, Servers, Switches, Routers, Services, Apps, CPU, Memory, AD, URL,
Logs, Printers. Satisfies your entire Network infrastructure Management needs.
Download New Spiceworks 5.0 - Complete IT Management and Help Desk - 100% Free
Download the best Spiceworks IT management software ever! Network monitoring, multi-site help desk,
TFTP server, SNMP v3 support, active directory management, online community, & more. Still 100% free
forever!
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